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Procedures 

Internet Acceptable Use      Descriptor Code: IFBG 
 

Internet Acceptable Use Procedures 
 

The Acceptable Use Procedures apply to all students, faculty, staff, employees and visitors (both adults and 

minors) of the Richmond County School System.  All users of the district wide area network and/or other 

electronic informational services must maintain strict compliance with all applicable ethical and legal rules 

and regulations regarding access.  The school system reserves the right to monitor, access, and disclose the 

contents of any user’s files, activities, or communications. 

 

Availability of Access: 

The Internet will be available to users for instructional and administrative purposes.  The electronic 

information available to users does not imply endorsement by the Richmond County Board of Education.  

The use of the network is a privilege, not a right, and misuse will result in disciplinary actions, including 

cancellation of those privileges. 

Security: 

Users must maintain appropriate passwords to obtain access to the network.  Login information, user names, 

and passwords are confidential and it is the responsibility of the user to safeguard that information.  

Passwords should be at least 8 characters and should contain a number and a capital letter.  No user should 

login with another user’s information. 

While the Internet is an extremely valuable tool for educational research, information is accessible that may 

not be appropriate according to community, school, or family standards. The Richmond County Board of 

Education provides an Internet filtering system which blocks access to a large percentage of inappropriate 

sites. Specifically, as required by the Children’s Internet Protection Act, visual depictions of material deemed 

obscene or child pornography, or any material deemed to be harmful to minors will be blocked by the web 

filtering system.  Even though most objectionable sites are blocked, various entities create new inappropriate 

sites daily.  If a questionable site or information is encountered, the same should be reported to the school’s 

Media Specialist or to the Media and Instructional Technology Department.  Staff members in Media and 

Instructional Technology will make every effort to block the site as quickly as possible. 

Internet Safety: 

 

Internet safety is a great concern of the Richmond County Board of Education.  It shall be the responsibility 

of all educators of the Richmond County School System, including administrators, instructional supervisors, 

principals, teachers, media specialists, technology specialists, guidance counselors, instructional 

paraprofessionals and any other personnel having access to the online computer network for instructional 

purposes, to supervise and monitor usage of the online computer network and access to the Internet in 

accordance with this policy and the Children's Internet Protection Act (CIPA), as much as is practical.  

 

A series of age appropriate Internet Safety courses will be taught to all students in the Richmond County 

School System to provide education on appropriate online behavior, including interacting with other 

individuals on social networking websites and in chat rooms, safety and privacy, as well as cyberbullying 

awareness and response.  School personnel have the discretion to provide such other training or to implement 

such other curricula, provided that such training or curricula meet the requirements of CIPA, as may be 
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Usage of Mobile Devices and/or Personal Computers  

 

The use of mobile devices or personal computers on campus is a privilege that the school grants to students 

who are willing to assume the responsibilities outlined in the Richmond County Acceptable Use Policy and 

Procedures.  This usage policy also applies to the mobile devices checked out by the school and the RCSS 

Mobile Device/BYOT Agreement must be signed by the student and parent.  All guidelines in the Richmond 

County Board of Education Acceptable Use Policy and Procedures continue to apply when a student brings a 

personal laptop computer or other mobile device for use on campus.   

 

CIPA DEFINITION OF TERMS: 
  

Technology Protection Measure.  The term "technology protection measure" means a specific 

technology that blocks or filters Internet access to visual depictions that are: 

1. OBSCENE, as that term is defined in section 1460 of title 18, United States Code; 

2. CHILD PORNOGRAPHY


